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Digital Citizenship 
The School has the right and the responsibility to ensure that the School is a safe place for the use of ICT 
on digital devices. At Yarra Valley Grammar, students and staff continue to develop their understanding 
and application of ethical considerations associated with the use of technology. Respecting and protecting 
oneself, others and intellectual property are essential parts of digital citizenship.   
 
The continued access to digital resources is dependent on the acceptance by the student of this policy.   
 
 
General Conditions 
 
1. Students must follow all instructions from teachers when using digital devices at school.  

2. Access is a privilege, not a right, and users are responsible for their behaviour and communications 
over Yarra Valley Grammar networks. 

 
3. Each student bears full responsibility for their own device. Security of the BYOD device is at all times 

the responsibility of the Student. Students should not access or interfere with another student's 
device. 

 
4. Students must not access, modify, or delete other users’ information without permission. 

 
5. Using another person’s username and password (e.g. student or staff member) to gain access to the 

School’s network is deemed as serious misconduct. 
 

6. Material such as games, sound, video or picture files (unless related to schoolwork) must not be 
saved in the user’s home directory. 

 
7. Internet access is provided solely for educational use and school related activities only. Content 

filtering is used to restrict access to inappropriate material. Deliberate attempts to locate or 
download material that is illegal, inappropriate or offensive are not permitted. Attempts to bypass 
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4. Have regard to the impact of social media postings within the extended school community. Students 
should think 
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Breach of Policy 

 
Students will be held responsible for their actions while using their network access account and for any 
breaches caused by allowing another person to use their network access account. The misuse of IT 
resources, including breach of the School's rules or policies contained in this IT Acceptable Use Policy and 
elsewhere in the School’s policies may result in the withdrawal of network access and disciplinary action.  
Students may also be held legally liable for offences committed using their network access account.  
 
All students agree to abide by the rules set out in this IT Acceptable Use Policy at each login on the 
School's computer system.  This IT Acceptable Use Policy may be amended from time to time.  


